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In our digital age, information is a very high corporate 
asset and we are committed to its confidentiality, avai-
lability, integrity and authenticity. ConSecur desings and 
operates IT security solutions for companies and organi-
sations that are aligned with existing IT infrastructures 
and reach the next level of information security with us.
Design, construction and operation are our strengths.
We operate IT security solutions permanently in our Cyber 
Defense Center (CDC) 24/7. 
The aim of our work is to grant access to information only 
to authorised persons and to protect information against 
attacks by unauthorised persons. Tha result is an infra-
structure at the highest securiy level. 

ConSecur – next level information security 

ConSecur GmbH



 

INTENSIVTRAINING IT-SECURITY

Become an IT security 
expert in the ConSecur
Bootcamp 
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Cyber attacks are becoming more sophisticated and targe-
ted. In addition, organizations face the ongoing challenge of 
recruiting qualified cyber security capable of protecting their 
systems from the the threat of malicious actors.  The ConSe-
cur Bootcamp is an intensive training program for IT security 
analysts. Become a cyber security expert by learning best 

practices and methodes to analyze and defend any system. 
Whether you are a security professional or a beginner, we will 
bring all future IT analysts to the same level of knowledge. 
After this bootcamp, all participants will be able to protect IT 
systems from threats posed by malicious actors. 

ConSecur Academy training courses are developed to meet specific needs and does not have a generally applicable schedule. 

Following could be your training plan:

• basics of information security 

• psychology of attacks 

• operating systems 

• programming language 

• defense in depth

• presentation training 

BASIC IT-SECURITY TRAINING MONITORING UND ANALYSE INCIDENT HANDLING

Train your own  
security analysts!

The challenge for a successfully operating Cyber Defense 
Center is to create a team that is on appropriate equal 
knowlegde level in the areas of IT security, analysis capability, 
knowledge of network infrastructure as well as contacts 
and communication skills. ConSecur develops a SIEM/ CDC 
training specifically tailored to the needs of the customer. In 
the individual modules, both the proccesses and the IT infra-

structure of the customer are included adapted to these. the 
trainings impart technical and conceptual knowldedge. Learn 
how highly professional cyber criminals operate and how you 
can defend against these attacks. The bootcamp enables you 
to establish a sustainable and actively practiced IT security 
culture in your company in order to order to professionally 
counter cyber threats. 

We strengthen your competencies to defend against cyber attacks

 FINAL TESTTOOL BASED TRAINING

• network basics 

• security protocols 

• communication protocols

• E-mail protocols 

• current methods of incident 

handling 

• incident response as preparati-

on for possible incidents 

• We work with you to identify 

an attack detection solution 

enabling you to detect risks 

in real time and take counter-

measures 

• We check the knowledge level 

of your employees to see whe-

re training is still needed 
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„Das Know-how im eigenen Hause ist
ausschlaggebend für die Agilität, mit
der sich Unternehmen auf Bedrohungen
einstellen.“

„IT-Sicherheit ist heute unverzichtbar 
und muss richtig eingsetzt nicht  
hinderlich sein.“

„Cyber-Kriminelle nutzen die Vertrau-
lichkeit persönlicher Geschäftsbezie-
hungen aus, um ihr Ziel zu erreichen.“ 

MATTHIAS RAMMES -
LEITUNG CONSECUR AKADEMIE

CHRISTOPH KRONABEL – 
SENIOR BERATER CYBER DEFENSE

Das ConSecur Schulungsteam!

Experience..

STEPAN ILIC - 
MANAGER CYBER DEFENSE CENTER 

MANY YEARS OF EXPERIENCE OF 
THE LECTURERS - 
 HIGH LEARNING EFFECT 

A TRAINING ADAPTED TO YOUR 
NEEDS WITH A VARIETY OF CYBER 
DEFENSE TOPICS 

METHODOLOGIAL  AND  
DIDACTIC KNOW-HOW 

MOTIVATING AND DIVERSELY 
PREPARED TRAINING  
DOCUMENTS 

EXTENSIVE TRAINING MATERI-
AL TAILORED TO THEIR NEEDS 

FINAL ASSESSMENT TEST TO MEASU-
RE THE SUCCESS OF THE TRAINING 

      ...a security update for your employees 


